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*************** Start of 1st Change ****************
V.a.b	Edge Computing
For handling user consent, the enforcement point depends on the EES deployement. If the EES is within the MNO trusted domain with direct access to the core network functions as depicted in TS 23.558 [5], then the EES is deemed as the enforcement point. Otherwise, the NEF endorses this role. In whichever case, the enforcement point, i.e. EES or NEF, shall meet the requirements in clauses V.3 and V.4.
The EES/NEF shall use the Nudm_SDM_Get to retrieve the user consent parameters and the Nudm_SDM_Subscribe to receive notifications for related changes including the data type "user consent". In case the data exposure services are for a group of UEs, if needed, the EES/NEF shall resolve them into a list of UEs. The EES/NEF shall then retrieve user consent parameters for each UE and subscribe accordingly to the notification services for UEs whose user consent is granted.
The EES/NEF shall include the Termination Request to notify service consumers to halt processing data subject to a user consent revocation. If user consent was revoked for a UE, i.e. the UDM notifies that the user consent is not granted, the EES/NEF shall halt exposing data of the UE, i.e. the EES/NEF shall unsubscribe Event ID on any data source NFs to cancel the subscription to expose data for the UE, and the EES/NEF shall send Termination Request to the EAS/AF. 
NOTE: 	During authorization for data operations subject to user consent, care must be taken to not authorize requests by consumer not supporting the necessary services or related parameters for revocation, should the user consent change in the future.
*************** End of 1st Change ****************
